CEHWPT CTF

You will have 2 hours to complete the two challenges you should show your answer and when you finish we will calculate the time.

The winner will be whose finish the task first

Exercise 1 Lampiao

In Lampiao Vulnerable Machine your task to get root access and get the flag which store in flag.txt file in the root directory

Note this machine was published in Vulnhub with name Lampiao

So you can find the solation in the internet and just follow up the walkthrough

Note might you need to run intense scan in all TCP ports

You will need to create password file using tool called cewl

The command cewl <http://IPaddrss:port> –w pass.txt

This machine need privilege escalation try to use Linux exploit suggestor

You need the target to be connected to the Kali and they both have internet use NATNET

Exercise 2

In Shellshock Machine you need to exploit the system using shellshock exploit Try to change user agent by using Burb and might you need to understand the shellshock exploit CVE-2014-6271

Good luck

Have Fun